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Abstract of the contribution: This contribution proposes a new use case and two key issues to study NWDAF support for dispersion analytics and NWDAF assisted UP optimization. 
Discussion
This new key issue is related to WT#10: Rel-16 NWDAF feature enhancement: Recommendations (study if recommendations produced by NWDAF are beneficial, with general framework and specific use cases), also related to WT#14: Granularity, modularity and reuse of analytics and to WT#12: NWDAF Assisted UP Optimization. 
Statistics and predictions as captured in 23.288 already cover some useful use cases, however NWDAF functionality should be enhanced to provide other types of analytics which can be used in capacity planning, efficient resource allocation or to find and mitigate network hot spots constrains impacting user experience. Hotspots could vary from access touchpoints experiencing full outage, micro-outage (defined as degraded user experience during partial outage of network elements or cells), degraded performance due to excessive RAN loading and degraded performance due to congestion conditions (note: cell loading may provide acceptable user experience while cell congestion doesn’t). 
We introduce here a brief description of a use case and document a key issue related to new types of feedback provided by NWDAF, thus extending the scope of recommendations. 
An example of NWDAF providing value-added service is in assisting network optimization functions to exploit awareness of top locations where users tend to camp in order to identify and manage hotspots.  While hotspots are traditionally identified by examining aggregate counts of usage or failure metrics which are user agnostic, user-aware approaches become viable by exploiting new metrics of user traffic dispersion. Dispersion metrics point to the degree to which a user is mobile while interacting with the network and they expose the top locations on which the user tends to camp while performing various activities (e.g. talking, consuming data, experiencing failures or any other network interaction). Dispersion measures and exposes locality of user behaviour, a behaviour that has been well documented in research literature on user mobility using cellular data records from many networks. This user awareness enables both locality-based optimizations for specific users, such as allocation of mobile edge computing resources or resource optimizations for groups of users such as enterprise users that tend to be active in a limited geographic area.
[bookmark: _Hlk24085842]Measuring how UE activities are dispersed through different access touchpoints in the network are referred as dispersion indices. These indices capture the scope and intensity of a UE’s interaction with the network, giving insights into the locality of service usage. A commonly sought mobility measurement is the number of network location touchpoints, or the number of cells a UE or group of UE(s) visited in a given time window. A UE or group of UEs presence on a given cell or area is often determined by observing any access or service-related signalling event. Dispersion indices go beyond presence and consider only locations where a UE or group of UEs have dispersed a significant amount of traffic or sustained significant amount of failures. These special locations are camping locations. For example, a data dispersion index counts the locations on which a subscriber (or group of subscribers) have dispersed the bulk of their data volume while a voice dispersion index counts the locations where the users have spent most of their talk time. Other dispersion indices similarly measure failure locality or the locality of control plane transactions. In addition to counting a user’s camping touchpoints, dispersion tracks the identity of these locations, which are usually a very small subset of the user’s touchpoints. Large clusters of users at the same camping touchpoints point to prime hotspots for troubleshooting when something goes wrong or for pro-active capacity planning. Knowing the identity of users likely to be camping at hotspots also enables smarter management policies to prioritize incident resolution.

While the current NWDAF UE mobility requirements call for tracking a users’ arrival and sojourn time at every visited location, dispersion indices and top camping locations track a lot less information and require much less processing, providing key mobility insights while sacrificing details about transit locations that are unlikely needed for many use cases. In addition to their analytics value, UE dispersion indices have practical implications for data management as required by WT#14: Granularity, modularity and reuse of analytics, where consolidation of analytics is sought. Tracking statistics for every visited location for every UE is doable but too granular and costly operation, especially in dense networks with a large mobile subscriber base. Dispersion indices offer an alternative to focus on hot spots discovered through dispersion analysis when network planning of operations is the data consumer. and trim down measurements of lightly dispersed areas when network planning or operations is the data consumer. Alternatively, dispersion can be used to get insights into the mobility behaviour of users in a known hot spot of interest to the operator, such as a shopping center or a residential area

Please refer to the Annex for illustrative purpose from a real network.

Proposal
It is proposed to introduce the following use case and key issue documented below into TR 23.700-91
* * * * First Change - All New Text * * * * 
[bookmark: _Toc473190644][bookmark: _Toc500949091]Use Cases and Key Issues
5.X	Use Case
5.X.Y	Use case #Y: NWDAF support for dispersion analytics 
In Rel-16, NWDAF can provide UE mobility statistics or prediction as specified in 23.288 clause 6.7.2. However, mobility information is not sufficient to determine hot spots areas that may require additional operator attention. 
Data dispersion indices go beyond counting or knowing all visited touchpoints to focus only on locations where a UE or group of UEs have dispersed a significant amount of data, significant amount of signalling, sustained significant amount of call drops and significant amount of transaction failures. Same applies to network slice touchpoints. A data dispersion index counts the locations on which a subscriber or group of subscribers have dispersed their bulk of data volume while a voice dispersion index counts the locations where the subscribe or group of subscribers have spent most of their talk time. Other dispersion indices similarly measure failure locality or the locality of control plane transactions. These indices reveal the cardinality of locations where dispersion of different measures occurred and point to the identity of these camping locations which when aggregated across UEs, quickly reveal hot spot locations.  
In contrast to fixed IoT devices, UEs not designated as fixed devices may nevertheless tend to disperse most (not all) of their data in the same location (i.e. cell or an area). Such behaviour of camping UEs create hot spots that may need different operator awareness treatment. In particular, data dispersion indices can help determine hot spot data location and the optimal desired location of edge computing resources for a UE or a group of UEs. It can also exploit the locality information and assist in positioning UPFs in key locations that optimize the User Plan routing (WT #12) and reduce latency. 
ObtainingMeasuring a UE or UE group dispersion indices is not necessarily UE centric measure and can be used as a network centric measure. A UE, or group of UEs mobility profile may indicate N visited locations but in reality, only M << N  locations account for the bulk of the dispersed data. With this kind of network centric information, attention for data optimization effort can be directed at the discovered hot spot locations in addition to the operator defined hot spots and/or area of interest. Similarly, failure indices, or drop call indices can quickly help operator focus on hot spots that cause most of the failures.   
[bookmark: _Hlk25262467]Some examples of dispersion indices and the information these indices can provide include:
-	Data dispersion indices pointing to a user’s top camping cells. This can help optimize UP location and edge computing placement for the user (or for a group of users or specific enterprise users) that camp in the same vicinity.  
-  In the case where a user’s data dispersion index points to a single cell, the user behaves like a fixed device from the point of view of data services (though he may show greater dispersion for other services, such as voice or SMS messages). Having knowledge of all users who behave as pseudo fixed users is important to capacity planning or prioritization of failure management, especially when these users are heavy or are of high value to the operator.
-	Signaling dispersion indices point to a given camping cell, or area of cells, with many users. This can reveal signaling congestion areas which may point to a NF/NFs bottleneck. 
-	Failure dispersion indices point to a given cell, or area of cells, with clusters of persistently failing users. This reveals failing hot spot(s), which may point to network function issue. 
-	High dropped calls dispersion indices point to a given cell, or area of cells, with many voice impacted users.  This reveals failing hot spot(s), which may point to network function issue


The various dispersion indices enable NWDAF to assist core elements to can be provided to some network functions so that they could take proper action. Examples: 
- When a data hot spot is detected at a particular area, Registration Area or a cell, the NWDAF can aAssist the PCF to reduce the BW or QoS attributes assigned to the campers that created the derive different policies at hot spot through their excessive data usage. locations
- When transaction storm is detected in a particular area, Registration Area or a cell, the NWDAF can aAssist the AMF to prevent additional access to the detected high transactions hot spots. apply different signalling parameters and steer away subscribers from hot spots or direct autonomous vehicle(s) away from failing hot spots (i.e. hot spots with high number of failing campers). 
- When a network slice is detected as loaded by campers, or subjected to signalling storm, the NWDAF can assist the NSSF to select alternative network slice instance when additional campers attempt to use the loaded slice.  
- Assist the steering of UP traffic to UPF(s) that better serve hot spot location and the placement of edge computing at the same local 
NOTE: In this use case, hot spots are dynamically discovered through dispersion analytics. However, a hot spot may be operator defined as well though the dispersion indices still provide insights into the mobility behaviour of users at the hot spot location. Indices could also be specifically measured per selected touchpoints or defined areas of interest.

 
* * * * End of First Change * * * *
NEXT CHANGE – NEW TEXT 
5.Y         Key Issues 
5.Y.x      Key Issue #x: Dispersion analytic output provided by NWDAF
5.Y.x.1            Description

NWDAF implementations, as per Rel-16 standards, can provide UE mobility and UE communication analytics. This also includes statistics in the past or predictions for the future. While mobility and communication analytics provided by NWDAF can already be a useful source of information for analytics consumer decisions, it is necessary to investigate how to further enhance NWDAF functionality and allow NWDAF to provide more elaborated output to its potential consumers and utilize UE(s) collected information to determine network centric attributes.
Within the context of this key issue, it is proposed to study:
-     Identify whether, for new use cases in Rel-17, the NFs benefit from the inclusion of dispersion analytics new type of outputs or recommendations in addition to mobility and communication analysis. 
-     If new type of dispersion analytic outputs or recommendations are needed warranted then the next step would be:
-     How a NF consumer requests NWDAF new type of dispersion analytics outputs or recommendation and what are the necessary inputs.
-   Study and specify actions NF(s) would take in response to the NWDAF output.How the NFs can make use of dispersion analytics for its actions.

-     What information the NWDAF dispersion outputs or recommendations will contain.
-     What What data needed to be collect by the NWDAF to be able to provide such new types of dispersion output analytics or recommendations.



5.Y.xx    Key Issue xx: NWDAF Assisted UP Optimization 
5.Y.xx.1          Description

NWDAF implementations, as per Rel-16 standards, can provide network performance analytics. This also includes communication and mobility information and the amount of UEs located in an area of interest. While network performance provided by NWDAF can already be a useful source of information for analytics consumer decisions, it is necessary to investigate how to further enhance NWDAF network performance functionality to enable visibility of key users to support user-aware performance management optimization through data path managementpolicies.  No user or user group customization is possible when users are only counted.  However, the ability to discern between different user types gives greater flexibility and accuracy to optimization activities.  In particular, NWDAF should provide dispersion analytics that points to the users that are driving network activity in a particular area of interest., are key usage drivers and most impacted when a service impacting incident hits a location where the user typically camps.
In order to support diverse usage scenarios of 5G such as edge computing and AR/VR, the applications or services deployed in cloud or edge computing could be run on multiple external ENs, and/or they can be relocated into another location. It means that the service experience can be affected by both internal and external UP selections. To improve the service experience, this key issue needs to consider service/application traffic characteristics, mobility of UE and frequent relocation of service/application and the end to end service/application performance analytics among the multiple data paths. 
Within the context of this key issue, it is proposed to study:
-     Identify whether, for new use cases in Rel-17, UP optimization can benefit from dispersion analytics, creating new type of outputs in addition to present network performance analysis. 
-     If new type of dispersion analytic outputs can be used for UP optimization then the next step would be:
-     How a NF consumer requests NWDAF new type of dispersion analytics outputs and what are the necessary inputs.
-     What information the NWDAF new type of dispersion outputs will contain.
-	Study whether new type of analytics are needed for UP optimization 
-   Study and specify How the NFs can make use of analytics for its action actions. NF(s) would take in response to the NWDAF output.
-     What kind of data should be collected by the NWDAF to provide new type of UP optimization analytics. the data needed to be collected by the NWDAF to be able to provide such new type UP optimization output analytics.
-	What kind of analytics should be exposed to AFs or NFs to select optimal UP to improve end-to-end service experience.


END OF CHANGES




ANNEX (for illustrative purpose – Discussion Extension) 
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Top Cell Ranking

Purpose: list the top three cells on which a certain activity was dispersed over a day (data,
failures and transactions). In addition, the percentage of the user's overall activity for the day is
displayed for each cell. This illustrates the locality of usage with association to market, geo
location and network access technology.

For example: This user dispersed 66%(47.76+8.82+0.68) of his data in top three cells with 47.76% on the
top cell and 57% (47.76+8.82%) on the top geo location.
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Heat Map: One Day
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Purpose: This heatmap shows
both the intensity and the locality

of the different user activities.
Intensity is measured as the ”
number of times the cell has

appeared in the top three for that
activity.
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